# Assessment 1 Network Security

**Case Study – The NHS Ransomware attack (2017):**

1. [https://www.nao.org.uk/report/investigation-wannacry-cyber-attack-and-the-nhs/ (Links to an external site.)](https://www.nao.org.uk/report/investigation-wannacry-cyber-attack-and-the-nhs/)
2. [https://www.acronis.com/en-au/articles/nhs-cyber-attack/ (Links to an external site.)](https://www.acronis.com/en-au/articles/nhs-cyber-attack/)
3. [https://www.bbc.com/news/technology-41753022 (Links to an external site.)](https://www.bbc.com/news/technology-41753022)
4. [https://www.theguardian.com/technology/2017/oct/27/nhs-could-have-avoided-wannacry-hack-basic-it-security-national-audit-office (Links to an external site.)](https://www.theguardian.com/technology/2017/oct/27/nhs-could-have-avoided-wannacry-hack-basic-it-security-national-audit-office)
5. <https://www.england.nhs.uk/wp-content/uploads/2018/02/lessons-learned-review-wannacry-ransomware-cyber-attack-cio-review.pdf>

[SRC: workshop 1](https://courses.ecu.edu.au/courses/12709/pages/module-1-%7C-elaborate-%7C-threats-workshop?module_item_id=949386)

## [CSI3207 Network Security Fundamentals Assignment 1 – Case Study](https://courses.ecu.edu.au/courses/12709/assignments/95546)